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Abstract of the contribution: This paper introduces Key issues for IMS for RLOS.
Proposal

The following changes are proposed.
FIRST CHANGE
6
Key Issues for IMS
6.1
Key issue #IMS-x: Support for unauthenticated and authenticated user
The key issue here is that the network and UE needs to support access to RLOS for users that cannot be authenticated in the network. This applies for cases

-
where UE does not contain a USIM
Editor's note: it is FFS whether UICC-less UEs are supported.
-
where UE contains an invalid USIM or not activated USIM 
-
where UE contains a valid and activated USIM
Editor's note: it is FFS under which conditions authenticated UEs are supported.
Because of this key issue, a RLOS supporting UE needs to be able to initiate sessions without any dependency on successful IMS registration/authentication.

The solution should use the same mechanisms for both unauthenticated and authenticated UEs as mush as possible.

6.2
Key issue #IMS-y:  Identification of Restricted Local Operator Services at IMS layer 

The key issue here is that it is beneficial if IMS services allow clear service identification. For access to restricted local operator service this means that: 

-
the UE need to be able to determine the case and start session setup without requiring IMS registration for RLOS services. Further the UE will need to indicate to the IMS network that its request is for RLOS via appropriate information in the SIP request; and

-
the core network functional entities need to be able to detect the specific information for an RLOS request. 
The study will determine what to configure in the IMS network (e.g., phone number, captive portal), in which IMS entity(ies), and what to signal to the UE (e.g. specific CSCF address); 
6.3
Key issue #IMS-z: Handling IMS session for Restricted Local Operator Service

At IMS layer, RLOS are always provided in the local PLMN without any involvement of the Home PLMN. 
The key issue for the UE is to support initiating a session setup for RLOS without requiring IMS registration for RLOS services.  

NOTE: 
UE only initiates IMS sessions for RLOS if the network has indicated support via signalling in the underlying layers.

The key issue for the IMS core network functional entities is to support session setup for RLOS from users without requiring IMS registration for RLOS services. Sessions for RLOS from authenticated and unauthenticated users are handled in the PLMN that provides the entry point into the IMS. This means that the IMS core network functional entities of the PLMN that provides the P-CSCF to which the UE is attached will handle the IMS session request locally.
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